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Abstract—Low-Power Wide-Area Networks technologies like
LoRa are essential for Internet of Things (IoT) applications, but
their simple ALOHA-based channel access and low-power, narrow-
band signals make them vulnerable to interference, especially
when using the crowded 2.4 GHz band. We present SolidWi-Lo,
a novel cross-technology communication (CTC) scheme that
uses WiFi to emulate LoRa transmissions with frequency-
based frame repetition. This method improves resilience against
channel fading, external interference and jamming by leveraging
WiFi’s broader bandwidth and its listen-before-talk channel
access scheme. Through link-level simulations, we demonstrate
that SolidWi-Lo significantly increases the communication
distance from 1 km to 1.5 km under the 3GPP urban micro
propagation model and multipath fading. The resilience of
the communication link in a scenario with external narrow-
band interference is also dramatically increased showing an
improvement in Packet Delivery Ratio (PDR) from 0.5 to 0.91
as compared to classical LoRa. Notably, SolidWi-Lo requires
no changes to the existing LoRaWAN infrastructure, offering a
practical solution to enhance communication resilience of LoRa
in crowded wireless environments.

Index Terms—Cross-technology communication, resilience, jam-
ming, WiFi, LoRa, frequency diversity

I. INTRODUCTION

Low-Power Wide-Area Network (LPWAN) technologies like
LoRa are gaining increasing importance for Internet of Things
(IoT) applications due to their energy efficiency and long-range
communication capabilities. For LoRa, the use of the 2.4 GHz
ISM spectrum is particularly promising, as it provides wider
channels and avoids the duty cycle restrictions imposed in
sub-GHz bands. However, this spectrum is heavily shared with
other radio technologies such as WiFi, ZigBee and Bluetooth,
leading to significant cross-technology interference. LoRa is
particularly vulnerable to such interference due to its simple
ALOHA-based channel access and its weak and narrow signal.

On the other hand, the spectrum shared with WiFi enables
direct signal emulation of LoRa waveforms using WiFi hard-
ware as we show in [1]. This Cross-Technology Communication
(CTC) elaborates the wider bandwidth of WiFi, however, it also
causes spectral inefficiency as parts of the wider WiFi spectrum
remain unused. Nevertheless, the larger bandwidth of WiFi is
an opportunity as emulated copies of the same LoRa packet
can be sent in parallel on different frequencies within a single
WiFi frame without requiring any additional hardware (Fig. 1).
In this paper, we show this SolidWi-Lo approach for the
first time. Our method makes the emulated LoRa transmissions
more robust to channel fading and narrow-band interference
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Figure 1. Envisioned system - signal emulation is used to create multiple
parallel LoRa transmissions on different channels within a single WiFi frame.

and even active jamming. Furthermore, since WiFi employs
a Listen Before Talk (LBT) mechanism via CSMA/CA, the
emulated LoRa frames are better protected against collisions
with strong interferer - an advantage over ALOHA used in
classical LoRa. Results from link-level simulation reveal the
benefits of frame repetition in frequency outweighing losses
by imperfect waveform emulation. With SolidWi-Lo the
tolerable distance allowing for a Packet Delivery Ratio (PDR) of
0.9 is increased from 1 km to 1.5 km in a multipath environment.
In case of strong narrow-band interference the PDR is increased
from 0.5 to 0.9 as compared to LoRa.
Contributions: Using the example of WiFi to LoRa CTC, we
show for the first time that the wider bandwidth of the emulating
technology, here WiFi, can be utilized to make the transmissions
of the emulated technology, here LoRa, more resilient to
channel fading and interference. We introduce SolidWi-Lo
and evaluate this approach by simulations. Moreover it is of
practical use as it does not require any changes to LoRaWAN.

II. BACKGROUND

A. Cross-Technology Communication

CTC enables direct communication among heterogeneous
devices using different incompatible wireless technologies, e.g.,
WiFi with LoRa [2]. Existing CTC techniques operate either at
packet-level or physical-level. The packet-level CTC utilizes
the packet transmission as the carrier to convey messages
to the receiver of another technology. More sophisticated
approaches do physical-level CTC where the waveform of
the target technology is directly emulated. WEBee [3] enables
an unmodified WiFi device to transmit a ZigBee waveform
by proper selection of its payload bits. WEBee enabled
communication at native data rates of ZigBee but suffered
from a high packet error rate due to the inherent distortions
of the emulated signal. TwinBee [4] and WIDE [5] further
improve the quality of signal emulation and hence the reliability
of WEBee. Later, physical-level CTC between WiFi and BT [6],
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Figure 2. Spectrum of SolidWi-Lo frame with three emulated LoRa frames
(SF5 (Spreading Factor), 1.6 MHz) on different frequencies within a single
IEEE 802.11b frame.

WiFi and LTE [7], [8] are introduced. In [1], we showed that
802.11b WiFi can be used to emulate LoRa waveforms.

B. WiLo - WiFi to LoRa CTC

In this paper we present an extension of the method we
termed as Wi-Lo [1]. Wi-Lo enables CTC from an 802.11b
WiFi device to a LoRa receivers by emulating LoRa’s chirp
spread spectrum (CSS) waveforms through carefully crafting
the WiFi payload. The approach exploits the Complementary
Code Keying (CCK) modulation scheme, where payload bits
are mapped to phase shifts in codewords (8-chip sequences).
By reverse-engineering the CCK modulator’s constraints, Wi-
Lo approximates LoRa chirps. The emulated signal achieves
functional parity with native LoRa, albeit with a minor Signal
to Noise Ratio (SNR) penalty due to quantization effects in
CCK modulation. Wi-Lo uses COTS hardware.

III. PROPOSED APPROACH

The envisioned scenario is shown in Fig. 1. We consider a
LoRaWAN network where WiLo [1] as WiFi-to-LoRa CTC is
used in the uplink. The key idea of SolidWi-Lo is the usage
of the wideband transmission capability of WiFi to emulate
not only a single, but R parallel LoRa frame repetitions in
frequency in order to increase resilience towards multipath
fading and interference. The sent multi-frame (Fig. 2) can
be decoded at a standard LoRaWAN gateway consisting of
a LoRa concentrator, which is capable of decoding multiple
LoRa frames on multiple channels in parallel. The network
server will eliminate duplicated packets (Fig. 1) while the
gateway will drop corrupted packets. Hence, with our approach,
a transmission will fail if all copies of the same LoRa packet are
corrupted. No changes are required to the LoRaWAN network
as the necessary components are already available.

IV. PERFORMANCE EVALUATION

A. Methodology

We evaluated SolidWi-Lo by means of link-level simu-
lations in MATLAB using the WLAN toolbox and the LoRa
implementation provided by Xu et al. [9] for accurate PHY
layer processing. We consider a scenario with a single WiFi

station transmitting SolidWi-Lo frames in the uplink (Fig. 1).
We analyze the performance considering two different wireless
channel models: i) flat fading and ii) multipath fading in a large
indoor space (802.11ax model F delay profile). In both cases
the noise is simulated using Additive White Gaussian Noise
(AWGN). Moreover, the 3GPP urban micro pathloss model
was used. Additionally, we analyze two different interference
scenarios: i) clean channel without any interference and ii)
2 MHz OQPSK narrow-band interference with channel access
probability of I = 0.5 on different center frequencies. The
transmission power was set to maximum, i.e. 12.5 dBm for
LoRa and 20 dBm for SolidWi-Lo respectively and the
bandwidth of LoRa is set to 1.6 MHz giving LoRa a similar
spectral power. We analyze the impact of frame repetitions (R)
in SolidWi-Lo on the E2E PDR at the LoRaWAN network
server. Classical LoRa and Wi-Lo are used as the baseline. In
case of SolidWi-Lo the channel spacing for different R was
selected to result in best performance for a flat channel.

B. Results

1) Emulation Loss: As preparation, we analyze the impact
of R frame repetitions in frequency in SolidWi-Lo over an
AWGN channel. From Fig. 3 we can observe that by increasing
R the performance worsens as the emulation loss increases with
R. This is caused by the multitude of LoRa waveforms that can
no longer be optimally emulated by a 802.11b CCK waveform.
The loss with two emulated LoRa channels is negligible, with
3, 4 and 5 channels the loss is 1, 2.5, 4 dB. Hence, there is no
improvement from SolidWi-Lo in a flat channel environment
without interference.

2) Multipath Fading Channel: Fig. 4 shows that in a
multipath environment with higher R a larger communication
distance is feasible. If a PDR=0.9 is tolerable, distances up to
1350 m with R = 2 and with R = 3 1500 m can be achieved
while Wi-Lo and classical LoRa are limited to only 1000 m.
However, for R > 3 the performance decreases as the emulation
loss becomes the limiting factor. Hence, in an environment
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Figure 3. Impact of R in SolidWi-Lo in AWGN channel.
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Figure 4. SolidWi-Lo under multipath fading and clean channel.



with strong multipath fading, using SolidWi-Lo with R = 3
repetitions provides the highest performance.

3) Narrow-band Interference: Fig. 5 shows how
SolidWi-Lo improves the PDR in a scenario with
narrow-band interference. While traditional approaches are
limited to a PDR of 0.5 which correlates with I , using R = 4
within SolidWi-Lo increases this limit to 0.9 due to frame
repetition. Even though the peak PDR for R = 3 is reduced, it
achieves a larger distance for PDR= 0.8 of 1650 m compared
to a distances below 1300 m for R = 4. With increasing R the
peak PDR increases, however, the tolerable distance decreases.

4) Comparison with Classical LoRa: Our results also show
that the resilience of classical LoRa and Wi-lo is comparable.
Nevertheless, Wi-Lo performs a bit better, due to higher
transmission power in the spectrum relevant for the LoRa
receiver.

V. RELATED WORK

Resilience and robustness for classical LoRa is already stud-
ied. Ahmar et al. [10] proposed a time-synchronized frequency
hopping MAC protocol for LoRa. It reduces the contention
by fairly exploiting the available frequency resources and also
providing robustness against selective jamming attacks. Zorbas
et al. [11] proposed a mechanism for optimal Spreading Factor
(SF) selection for LoRa that improves the reliability compared
to the standard adaptive data rate algorithm. In a later work [12],
this approach is combined with time division multiple access
to reduce latency and packet loss. The investigation of LBT
mechanism like CSMA with LoRa was carried out in [13], [14].
The issue of jamming of LoRa was discussed by Hou et al. [15]
where it was shown that LoRa is vulnerable to synchronized
jamming chirps. They propose a protection method that can
separate LoRa chirps from jamming chirps by leveraging
their difference in power. Álamos et al. [16] improve the
LoRa reception under collisions with the help of a Bayesian
classifier approach which exploits the symmetry properties of
the FFT of the dechirped signal and on the deviation of the
expected magnitude of the FFT peak. Szafranski and Reinhardt
[17] enhance the resilience of LoRa by creating constructive
interference with concurrent transmissions from multiple nodes.
Our work is the first one in enhancing resilience in LoRa by
using the wider available spectrum of WiLo without the need
for additional hardware.

VI. CONCLUSION

With SolidWi-Lo we showed that the degrees of freedom
provided by CTC can be exploited for making transmissions of
the emulated LoRa technology more resilient against channel
fading and interference. This is achieved by means of parallel
frame repetition in frequency domain, which becomes possible
as WiFi uses a wider bandwidth. As future work we plan to
prototype SolidWi-Lo using commodity hardware in order
to evaluate it under real channel and interference conditions.
Furthermore, we also want to study the possibilities of repetitive
transmissions using different emulated technologies, e.g. LoRa
with ZigBee and Bluetooth.
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Figure 5. SolidWi-Lo under narrow-band interference and AWGN channel.
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